
WiFi Acceptable Use 

Fort Garry Community Centre (FGCC) provides WiFI to staff, volunteers and community members for a 

wide variety of purposes. This resource is limited, and how each individual uses it may affect access to 

other members of the community.  It is important that everyone be aware of his or her individual 

obligations and what constitutes proper use and behavior. 

Common sense is a good guide to what constitutes appropriate behavior and use of the internet. 

Behaviors that can create problems in a networked computing environment fall into the categories 

below. This list of responsibilities, while not exhaustive, should provide users with a good idea of what 

constitutes illegal or unethical on-line behavior.  

Violations of these rules or, indeed, any disruptive situation in which a person’s behavior or behavior 

generated on machines, accounts, or file space under that individual’s control, creates a disruption of 

service to our clients, may be met by suspending access and services to the responsible parties.  

When necessary, FGCC may invoke the assistance of a law enforcement agency. FGCC will not judge 

whether any request from a law enforcement agency to investigate suspected illegal activities affords 

due process and is of appropriate jurisdiction; FGCC defers such requests to the Board of Directors and 

provides information required by subpoenas from courts with proper jurisdiction. 

Tampering 

You may not deliberately attempt to disrupt the performance of a computer system or a network on or 

off FGCC property. You may not attempt to ‘break’ system security. You may not reconfigure computer 

systems to make them unusable for others. You may not attempt to destroy or alter data or programs 

belonging to other users. You may not modify residential computing network services or wiring or 

extend those beyond the area of their intended use. This applies to all network wiring, hardware, and 

cluster and in-room jacks. You are responsible for protecting your device and not allowing others to use 

your device to attack others. Specifically this means that you are required to be running a supported, up-

to-date, anti-virus package and to ensure that your device has had all applicable security patches 

installed. 

Negligence and Misuse (including private business) 

Having access to WiFi means that you have a general responsibility for all computing activity which takes 

place from your device. FGCC’s connection to the Internet does not allow you to abuse that connection. 

Access to FGCC’s Internet is available to staff, volunteers and members of the Fort Garry community.  

You should report any suspected illegal or unethical activity to the Office. 


