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Abstract

Background and purpose: Information technology such as electronic medical records (EMRs), electronic prescribing and decision support systems are recognized as essential tools in Europe, the U.S., Canada, Australia, and New Zealand. But significant barriers impede wide-scale adoption of these tools, especially EMR systems.

Objectives: The objectives of this study were to investigate the present status of information technology in health care, the perceived benefits and barriers by primary care physicians.

Methods: Literature analysis and survey data from primary care physicians on adoption of information technology are reviewed.

Results: The U.S. trails European countries as well as Canada, Australia and New Zealand in the use of information technology in primary care. The results of the study indicate that physicians in general perceive benefits to information technology, but also cite major barriers to its implementation in their practices. These barriers include lack of access to capital by health care providers, complex systems and lack of data standards that permit exchange of clinical data, privacy concerns and legal barriers.

Conclusions: Overcoming these barriers will require subsidies and performance incentives by payers and government; certification and standardization of vendor applications that permit clinical data exchange; removal of legal barriers; and greater security of medical data to convince practitioners and patients of the value of EMRs.

© 2006 Elsevier Ireland Ltd. All rights reserved.

1. Introduction

A number of recent studies suggest that fragmented and inaccessible clinical information adversely affects both the cost and quality of health care as well as compromises patient safety. Information technology has been proposed as an essential tool in solving these problems and promoting better health care [1–3]. Information technologies (IT) such as electronic health records, e-prescribing, decision support systems, electronic management of chronic disease, and bar coding of drugs and biological products have been shown to reduce health care costs and medical errors.

For example, studies have shown that an electronic medical record that facilitates computerized physician order entry can significantly prevent serious medication errors [4]. Electronic prescribing has been shown to reduce prescription errors and improve compliance with managed care formularies [5]. Point-of-care decision support tools can provide providers with alerts for contraindicated medications [6].

However, implementation of these information technologies has lagged in most European nations as well as the U.S. In 2001 only 29% of primary care physicians in the European Union have implemented electronic medical records; while in
the U.S. less than 17% of primary care physician routinely use EMRs in their practices [7].

A recent report commissioned by the Health Information Network Europe (HINE) indicates that hospitals in 15 European nations spend only 1.8% of total revenue on information technology. As a result IT use in hospitals in Europe is similar to the U.S. Only 2.2% of European hospitals have implemented computerized physician order entry systems with clinical decision support compared to 2.5% of American hospitals [8].

Until recently, IT products available for healthcare providers were mostly designed for large organizations and were costly. Recent advances in technology have made IT applications more available to primary care physicians in smaller practices [9]. As a result, the introduction of computers and IT applications into primary care in countries with favorable Government policies and financial incentives has been rapid [10–12]. The Harvard School of Public Health and the Commonwealth Fund’s International Symposium survey of primary care physicians found that the proportions of primary care physicians in the following countries who were using electronic medical records were: U.S. (17%), Canada (14%), Australia (25%), New Zealand (52%), and the U.K. (59%). The survey also found that use of electronic prescribing by primary care physicians was: U.S. (9%), Canada (8%), Australia (44%), New Zealand (52%), and the U.K. (87%) [13].

The U.S. trails European countries as well in the use of information technology in primary care. Overall 29% of general practitioners in the European Union use electronic medical records compared to only 17% in the U.S. Only three OECD countries, Portugal, France and Spain, lag behind the U.S. [7]. Despite its potential to improve efficiency and quality of care, use of information technology in health care lags behind other sectors of the economy in the U.S. In 2001 most of the $20 million invested in health care information technology was used to computerize financial systems [14]. Less than 10% of U.S. hospitals had adopted electronic medical record systems and less than 5% had implemented computerized physician order entry by 2001.

A key barrier to implementation of EMRs and other clinical IT applications appears to be the high initial costs and uncertain payoffs to physicians. A recent study of primary care physicians found that physicians who perceive lack of financial support and high investment costs required are much less likely to have implemented EMRs, electronic prescribing and decision support tools [15]. Upfront costs of EMRs in ambulatory care are estimated to range from $16,000 to $36,000 per physician. Additional costs are incurred for maintenance of the system and decreased revenue from patients during the transition from the paper chart to the EMR [16].

A second barrier is the complexity of EMRs and clinical IT applications. Surveys have found that physicians cite the time and effort involved in learning to use these technologies as a significant barrier. One survey found that 86% of the physicians surveyed stated that vendor’s inability to deliver acceptable products as a significant barrier to implementation of IT in their practices [15]. Also, because of the many vendors, interoperability represents another major barrier to implementation of EMRs and other IT applications. Lack of ability to exchange clinical data with laboratories and hospitals is a major barrier for smaller physician practices.

Unlike the health care systems of many western countries, the U.S. system is composed of private, independent individual and group providers, hospitals, ambulatory care and long term care centers that compete with one another. The system is non-centralized with multi-payers. Information technology adoption decisions are made independently and there are few if any incentives to share information concerning patient care. Moreover, there are many competing vendors each with their own products. In contrast, in the U.K. a research team developed the PRODIGY system specifications and knowledge base and the five largest General Practice system suppliers covering 85% of the market integrated the software into their clinical systems. Currently this system is being implemented by all 27,000 general practitioners in the U.K. [12].

Privacy concerns are another barrier hindering implementation of IT since many EMR systems are Web-based, many physicians and patients fear that medical records may not be secure. This is even more of a concern when wireless Internet is used to transmit records to multiple locations [17]. Security breaches of data banks are far more frequent in the U.S. than in Europe. This is due to the fact that European countries have a comprehensive set of national privacy laws and officers of data protection [18]. In contrast the U.S. has a confusing, sometimes conflicting, patchwork of federal and state laws and agencies that deal with the protection of data. Also, the U.S. has a large private data collection industry with companies like ChoicePoint and Acxiom, that collect, analyze and sell consumer data. In Europe, private companies are severely restricted from collecting personal data without individual consent.

Legal barriers to IT adoption also exist in the U.S. Various laws related to fraud and abuse, antitrust, federal income tax, intellectual property, liability and malpractice and state licensing create a climate of uncertainty for health care providers in implementing IT [19]. For example the physician self-referral law and the anti-kickback law present barriers to hospitals that would like to pay for electronic software for affiliated physicians.

2. Perceived benefits and barriers

Physicians, in general, perceive potential benefits from implementing IT. A recent survey of U.S. primary care physician found that almost 75% indicated that these applications could reduce errors; 70% perceived IT as potentially increasing their productivity; over 60% indicated that IT tools have the potential to reduce costs and help patients assume more responsibility [15].

Over 80% of primary care physicians surveyed reported the lack of financial support for IT applications as a major barrier to adoption. This was followed by their perceptions that vendors fail to deliver acceptable products as primary barriers to implementing these tools (79.3%). In general, physicians perceived these barriers as difficult to overcome. Almost two-thirds of the physicians surveyed also cited the lack of a strategic plan for implementing applications and difficulty in recruiting experienced IT personnel as major barriers while over one-half cited lack of sufficient knowledge of IT as a barrier to implementation.
3. Addressing barriers

Overcoming the cost barrier will be difficult and may require incentives by payers and the government. An example is New Zealand, Australia and the U.K. that have introduced government funding programs to stimulate adoption and use of EMRs [13]. Professional physician organizations played a key role in the development and rapid implementation of the national electronic medical record system in the U.K. Currently over 95% of General Practitioner practices in the U.K. are computerized [20]. In the U.S. the American Academy of Family Physicians through a nonprofit foundation is developing low-cost, open-source EMR software that will be available to physicians with no licensing fee.

Financial incentives may also accelerate adoption of EMRs and other IT applications. A number of purchasers, health plans, and employers are initiating a quality-based reimbursement programs (pay-for-performance) [21]. These programs reward practices for specific quality improvement actions or use of specific IT applications. A similar program has been implemented in the U.K. Thirty percent of GPs’ salaries are based on their performance on a set of measures computed by the EMR [22].

Incentives could also be provided in the U.S. through Medicare, the national social insurance program that provides from physician adoption could be $142 billion [25]. But significant barriers impede wide-scale adoption and use of EMR systems. These barriers include lack of access to capital by health care providers, complex systems and lack of data standards that permit exchange of clinical data, privacy concerns and legal barriers. Overcoming these barriers will require subsidies and performance incentives by payers and government. Also, certification and standardization of vendor applications that permit clinical data exchange will be required to achieve greater interoperability. Legal barriers will need to be removed and greater security of medical data must be guaranteed in order to convince practitioners and patients of the value of EMRs.

4. Conclusion

It has been estimated that the net cumulative savings from adopting EMR systems in U.S. hospitals over 15 years could be as much as $371 billion and the net cumulative savings from physician adoption could be $142 billion [25]. But significant barriers impede wide-scale adoption and use of EMR systems. These barriers include lack of access to capital by health care providers, complex systems and lack of data standards that permit exchange of clinical data, privacy concerns and legal barriers. Overcoming these barriers will require subsidies and performance incentives by payers and government. Also, certification and standardization of vendor applications that permit clinical data exchange will be required to achieve greater interoperability. Legal barriers will need to be removed and greater security of medical data must be guaranteed in order to convince practitioners and patients of the value of EMRs.
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